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Deliverable D4.1:
Inventory of Practice: Integration

1 Introduction

This deliverable presents a summary of techniques/tools used at our industrial partners, together with
methods mandated or suggested by authorities, as well as requirements or wishes of the industry. The
information presented here was mainly collected by means of an electronic questionnaire distributed
to all industry partners of MISSION (Ascentio, INVAP, D3TN, and GomSpace).

1.1 Electronic Questionnaire

The questionnaire was comprised of the following three questions.
Question Q1

Give an overview of the techniques and tools that you (as an industrial partner) are using (or of
which you are aware that other industrial partners are using it).

Question Q2

Describe methods that are mandated or suggested by public authorities.

Question Q3

Give an overview of the requirements that exist and thewishes that the industry has, in the context
of modelling techniques, tool support, and technology platforms.

This project has received funding from the European Union’s Horizon 2020 research and
innovation programme under the Marie Skłodowska-Curie grant agreement No. 101008233. Page 2/8



Deliverable D4.1:
Inventory of Practice: Integration

Q1 Techniques and Tools in Use at Industrial Partners.

• Planning: This service allows the planification of activities to be carried out in flight and on ground
to comply with the scenarios defined by the mission. It allows the generation of activities to be
planned, the programming of station services, the optimization of the plan to be executed, and
the feasibility calculation (memory data, power and thermal balances, orbit dynamics). We use
the following software tools: PyEphem [36], SimPy [42], NumPy [31], Cesium [10], Orekit [33].

• RAMS: We use Reliability Block Diagrams (RBD) model [44] to represent the logic relationships
between component and system failures. RBDs are modelled using failure distribution data as
input in PTC Windchill Quality Solutions 10.1 software [51] and then simulated to obtain the
availability value.

• In addition, we use the following software tools: GitLab [18], Docker [13], Grafana [21], In-
fluxDB [22], Django [12], Kubernetes [25], Robot Framework [39].

• Reliability Modeling of Systems and Subsystems (Ansys Sherlock [2], Windchill Risk and Relia-
bility (formerly Relex) [52])

• Computer Aided Mechanical Design Modeling (SOLIDWORKS [45])

• Computer Aided Electronic Design and Production Modeling (Altium [1])

• Programmable Logic Design Modeling (Vivado [49])

• Radiation Environment Shielding (FASTRAD [15])

• Spreadsheets

• MathCAD [35]

• GNU Octave [20]

• Bayesian Doctor [3]

• FMEA [6]

• FMECA [6]

• Fault Trees [40]

• Reliability Block Diagrams [44]

• Discrete-event-based simulation: We develop and use tools to simulate and emulate data trans-
mission through delay-tolerant networks using different routing techniques and implementations
of the DTN protocols (tools: DtnSim [17], aiodtnsim [50], STK [46])

• The DTN architecture (RFC 4838 [47]) and protocol stack (RFCs 5050 [41], 9171–9174 [7, 4,
5, 43]) and its implementations (tools: especially uD3TN [16], ION [8])

• Development techniques, tools, languages: GitLab [18], Continuous Integration (GitLab CI [19]),
Static Code Analysis, Fuzzing [26], C [23], Rust [24], Python [48]

• Other tools and protocols: XMPP [54], OpenPGP [9], Matrix [27] / Element [14], Docker [13],
Nix [30], OpenStack [32], Kubernetes [25], Prometheus [34], WireGuard [53], Nextcloud [29]
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Q2 Methods Mandated or Suggested by Public Authorities.

• FMEA: FMEA (Failure Mode and Effects Analysis) [6] is the process of reviewing as many com-
ponents, assemblies, and subsystems as possible to identify potential failure modes in a system
and their causes and effects. In the aerospace industry, this is usually applied as a method for a
reliable hardware design. Sometimes FMEA is extended to FMECA (Failure Mode, Effects, and
Criticality Analysis) [6] to indicate that criticality analysis is performed too.

• RAMS (Reliability, Availability, Maintainability and Safety) analysis [37] is used to characterize
a product or system.

• FDIR: Fault detection, isolation, and recovery (FDIR) is a subfield of control engineering which
concerns itself with monitoring a system, identifying when a fault has occurred, and pinpointing
the type of fault and its location. We define the critical operations considering the mission FDIRs.

• Moreover, we use other international standards of the space industry, such as MIL and NASA
Standards & Handbooks [28], CCSDS recommendations [11], and ECSS Standards.

• FMEA [6]

• Fault Trees [40]

We do not yet engage in projects with strict requirements from public authorities but are using various
techniques in order to reduce the chance of issues/bugs/vulnerabilities within our software. Besides the
tools and techniques mentioned above (such as the development of most new components in Rust [24]
and leveraging CI, static analysis, and fuzzing [26]), we aim to minimize the codebases and the number
of transitive dependencies of all software we develop.
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Q3 Requirements or Wishes of the Industry in the Context of Modelling Techniques,
Tool Support, and Technology Platforms.

• Planning Optimization: Currently, we have a planning service running for a simple satellite mis-
sion, but we are aiming to upgrade the service for a satellite constellation. Also, we need to
improve our planning system for mission resources optimization (memory, power, others).

• Power Modelling: We aim to upgrade and scale the power modelling from single-satellite systems
to satellite constellations.

• DevOps: Historically, our software was designed and implemented to be run on the clients’
premises, and now we are starting with the DevOps philosophy by upgrading our software to
apply for the micro-services design and cloud deploys. Some techniques used are: Docker [13],
Ansible [38], Kubernetes [25]. *WISH*

• We are developing a new product: GSaaS (Ground Segment as a Service). GSaaS is a group of
services aimed to solve the needs of space missions that require a simple, flexible, scalable and
robust Ground Segment. It is grounded in the experience obtained by missions where one of the
partners of MISSION was involved: SAC-C, SAC-D, SAOCOM, SABIAMAR. The partner highlights
that this product is in an early stage and could profit from collaboration.

The partner highlights that they are not only involved in space projects but also nuclear. In this last sub-
ject, there is a special interest in advanced techniques and tools that permit more efficient management
of nuclear reactors and facilities maintenance and operation planning.

It would be perfect to have easy-to-use tooling to further enhance the correctness and reliability of real
production codebases, e. g., to automatically and quickly check (subsets of) Rust [24] programs within
a Continuous Integration pipeline. It is important that the introduction of such tools and processes
does not require rebuilding huge parts of the existing software or having years of experience in the
modelling field as a developer working on the code. The possibility of incremental deployment (e. g.,
one function at a time) would be a huge advantage. An overall introduction of modelling approaches
and tools for software engineers not specialized in theoretical computer science would be extremely
helpful as a next step towards joining forces within the MISSION project.
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